|  |  |  |
| --- | --- | --- |
| Địa chỉ website | An toàn hay không an toàn? | Giải thích |
| * https://www.vietcombank. com.vn | An toàn (có khả năng cao) | - Sử dụng giao thức HTTPS – có biểu tượng khóa, chứng tỏ kết nối mã hóa (TLS).  - Tên miền chính xác của ngân hàng Vietcombank – “vietcombank.com.vn” là tên miền chính thức được biết đến.  - Là tổ chức ngân hàng uy tín, có nguồn lực để đảm bảo bảo mật cao. |
| * [http://secure-vietcombank-login.com](http://secure-vietcombank-login.com/) | Không an toàn / khả nghi | - Dùng giao thức HTTP (không mã hóa) – dữ liệu nhập vào có thể bị “nghe lén” (sniffing).  - Tên miền không chính thức – sử dụng phần “secure‑vietcombank-login.com” là chiêu mạo danh (phishing) nhằm đánh lừa người dùng.  - “secure‑” trước tên ngân hàng là chi tiết thường dùng trong các trang giả mạo để gây nhầm lẫn. |
| * [https://facebook.com](https://facebook.com/) | An toàn (với điều kiện đúng tên miền chính thức & kết nối bảo mật) | - Sử dụng HTTPS, có mã hóa, đảm bảo kết nối an toàn.  - Tên miền chính xác “facebook.com” – mạng xã hội lớn, được quản lý tốt.  - Hệ thống có các biện pháp bảo mật như xác thực hai yếu tố, cảnh báo đăng nhập lạ. |
| * http://free-gift-now.info | Không an toàn / nguy hiểm | - Giao thức HTTP (không mã hóa) – mọi thông tin gửi qua trang có thể bị chặn hoặc thay đổi.  - Tên miền không rõ ràng, dùng từ “free-gift” rất thường trong các đường link lừa đảo, khuyến kích người dùng click vào.  - Thường các trang “gift”, “prize”, “now” là chiêu mời nhận thưởng để thu thập thông tin – dấu hiệu phishing hoặc scam. |